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【重要】当社代表者名を騙った迷惑メール 

（なりすましメール）に関するご注意 

平素は格別のご高配を賜り、厚く御礼申し上げます。 

現在、当社および当社グループ会社、ならびに代表者の名前を不正に使用し、「LINE グループへの

参加」を促す不審なメール（いわゆる「なりすましメール」）が送信されている事実を確認いたし

ました。これらのメールは当社とは一切関係ございません。受信された皆様におかれましては、ウ

イルス感染や詐欺被害の恐れがあるため、十分にご注意ください。 

■確認されているなりすましメールの内容（一例） 

■なりすましメールの見分け方 

送信者名に当社およびグループ会社の名前が表示されていても、 

実際の送信元アドレスが以下のドメインと異なる場合は「なりすまし」です。 

【当社および当社グループ会社の正当なドメイン】 

• @takeuchi-kaikei.com 

• @dontaku.jp 

• @segodon-kaikei.com 

• @himuka-kaikei.com 

• @tts-co.jp 

■万が一受信された場合の対応 

不審なメールを受信された場合は、以下の対応をお願いいたします。 

• 返信をしない 

• 記載されている URL や QR コードをクリックしない 

• メールを速やかに削除する 

当社から、メールを通じて LINE グループへの勧誘を行うことは一切ございません。 

何卒ご理解とご協力を賜りますようお願い申し上げます。 

お疲れ様です。 

業務上の必要により、 

まず、自分だけがいる LINE グループを作成し、臨時の業務連絡用に使ってください 

他のメンバーについては、後で入ってから再度調整します。 

グループ作成が完了しましたら、 

グループの QR コードをこのメールアドレスに送付してください。 


